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United States 
Department 
of Homeland 
Security

Assure. Defend. Secure. The United States Department of Homeland Security (DHS) 
keeps U.S. citizens safe from terrorism and other threats while working to drive 
down operating costs and increase effectiveness. To support these missions, DHS’ 
Information Technology (IT) community works to improve DHS accountability, 
effi ciency, security, transparency, and leadership development.
 
Today, agencies are vulnerable to a wide variety of threats, including cyberattacks 
which have soared over 650 percent within the past fi ve years. To address these 
issues, DHS has focused efforts to establish effi cient, secure services.

GOVERNMENT ACQUISITIONS:  DEDICATED DNA.  MISSION MINDSET.
Government Acquisitions, Inc. (GAI) is an IT solutions provider and established 
consultant dedicated to supporting the DHS mission. We understand that success is 
driven by partnership, process, and technology. Backed by over 25 years’ experience, 
GAI’s team members work side-by-side with Federal IT executives and industry-
leading OEM partners to modernize, optimize, and deliver unparalleled mission 
support.
 
Today, GAI provides DHS with mission support, ranging from desktop installation and 
data migration, to confi guration assistance and cost-effi cient software migration.

GAI solutions support DHS mission growth, ensuring a secure cyber environment 
through compliance mitigation and threat remediation.

“I consider you one of a group of far too [few] individuals that place the mission before profi t.”  
                      - Program Analyst at TSA

  FirstSource II: 
HSHQDC-13-D-00023

  TacCom: 
HSSS01-12-D-0007

  NASA SEWP V - B (SDVOSB) 
and C (Small Business)

DHS CONTRACTS:

RECOGNITION:

SAFE AND SOUND

DHS Small Business 
Achievement award
 
Three DHS Outstanding 
Achievement awards

2014 & 2013 Top 100 Government 
Contractors - Washington Technology
 
Top 50 Systems Integrators - FCW
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DHS WORKS TO:

DEDICATED TO DHS PROGRESS
Looking ahead, there is opportunity for 
cloud, mobility, and security to make a 
big impact – from enhancing workforce 
productivity and creating new, more agile 
application development environments, 
to increasing security measures. 
Research shows that Feds can save 
$16.6 billion annually if agencies move 
just three mission-critical applications to 
the cloud. GAI can support DHS’ mission 
to sustain a safe and secure cyber 
environment by mitigating compliance, 
governance, and risk as well as isolating, 
detecting, remediating, and preventing 
Advanced Persistent Threats (APT) and 
Advanced Targeted Attacks (ATA). 

GAI WORKS TO:

Learn more – contact Government Acquisitions at (513) 721-8700 or DHS@gov-acq.com

  Visualize and analyze data
  Optimize databases
  Master data management

INCREASE ANALYTICS 
CAPABILITIES AND CAPACITIES

  Enhance network security
  Reduce network downtime
  Deliver secure wireless applications

ENHANCE CRITICAL NETWORK 
INFRASTRUCTURE

  Optimize data delivery
  Unify communications
  Simplify service maintenance

PROVIDE MOBILITY WITHIN 
THE DEPARTMENT

  Virtualize infrastructure with Infrastructure as a 
Service (IaaS)

  Build applications with ease and speed with 
Platform as a Service (PaaS)

  Access software anywhere, anytime, without 
hassles with Software as a Service (SaaS)

ENABLE INNOVATIVE 
SOLUTIONS BY UNIFYING IT

DEDICATED TO YOUR GOALS

  Implement complete lifecycle methodologies 
  Assess, design, install, and optimize
  Improve perfomance and respond to change

ALIGN IT INVESTMENTS WITH 
MISSION PRIORITIES

  Modernize and virtualize storage and servers
  Design an energy-effi cient data center
  Automate data center management

OPTIMIZE THE USE AND 
VALUE OF IT

  Centralize endpoint security management
  Secure applications, storage, and networks
  Monitor and manage mobile devices

SUSTAIN A SAFE, SECURE, 
AND RESILIENT CYBER 
ENVIRONMENT


